**GPO Settings**

Right click on Default Domain Policy and click Import Settings…

* Be sure to remap some settings to map to local domain - e.g. Domain Admins@cyberdragons.edu

**Computer Configuration/Policies/WindowsSettings/SecuritySettings…**

**/Account Policies/Password Policy**

Maximum password age **0**

Minimum password age **0**

**/Account Policies/Account Lockout Policy**
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**/Account Policies/Kerberos Policy**
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**/Local Policies/Audit Policy**
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**/Local Policies/Security Options/User Rights Assignment**
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**/Local Policies/Security Options**
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![To Do](data:image/png;base64,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) Domain member: Disable machine account password changes **Disabled**
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**/Event Log**

![To Do](data:image/png;base64,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) Prevent local guests group from accessing application log **Enabled**
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**/System Services**
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**/Windows Firewall with Advanced Security**
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* Policy allows local policies to be created/applied
* Logs all allowed and blocked connections

**/Application Control Policies/AppLocker/Script Rules**
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**/Advanced Audit Policy Configuration**
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* Account Management
* Logon/Logoff
* Policy Change
* System

**Administrative Templates**

**/Network/DNSClient**
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**/System/GroupPolicy**

r
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**/Windows Components/Windows Update**
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![To Do](data:image/png;base64,iVBORw0KGgoAAAANSUhEUgAAABAAAAAQCAYAAAAf8/9hAAAAAXNSR0IArs4c6QAAAARnQU1BAACxjwv8YQUAAAAJcEhZcwAADsMAAA7DAcdvqGQAAAAwSURBVDhPY/Sq3fifgUywrdmfkQFkADkAZjET2CgKwKgBowaAwDAwgPLcSBlgYAAADW1A1QIMfXIAAAAASUVORK5CYII=) (optional - if needed/desired) Specify intranet Microsoft update service location - <http://192.168.9.13:8530> for both

**/Windows Components/Remote Desktop Services/Remote Desktop Session Host\Sec.**

![To Do](data:image/png;base64,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) Set client connection encryption level **Client Compatible**

**Computer Configuration/Policies/Preferences/Windows Settings**

**/Registry**

![To Do](data:image/png;base64,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) Disable SMBv1

Registry subkey: **HKEY\_LOCAL\_MACHINE\SYSTEM\CurrentControlSet\Services\LanmanServer\Parameters**

Registry entry: SMB1

REG\_DWORD: 0 = Disabled

REG\_DWORD: 1 = Enabled

![To Do](data:image/png;base64,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) Disable WPAD

Disable WPAD via Group Policy by deploying the following:

HKEY\_CURRENT\_USER\Software\Microsoft\Windows\CurrentVersion\Internet Settings\Wpad

New DWORD (32-Bit Value) called “WpadOverride” and set to “1”
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HKEY\_LOCAL\_MACHINE\System\CurrentControlSet\Control\SecurityProviders\WDigest

· If the UseLogonCredential value is set to **0**, WDigest will not store credentials in memory.

· If the UseLogonCredential value is set to **1**, WDigest will store credentials in memory.

\*\*Requires some patches be installed

* 2984972 for supported editions of Windows 7 and Windows Server 2008 R2
* 2984976 for supported editions of Windows 7 and Windows Server 2008 R2 that have update [2592687 (Remote Desktop Protocol (RDP) 8.0 update)](http://support.microsoft.com/kb/2592687) installed. Customers who install update 2984976 must also install update 2984972.
* 2984981 for supported editions of Windows 7 and Windows Server 2008 R2 that have update [2830477 (Remote Desktop Connection (RDC) 8.1 client update)](http://support.microsoft.com/kb/2830477) installed. Customers who install update 2984981 must also install update 2984972.
* 2973501 for supported editions of Windows 8, Windows Server 2012, and Windows RT.

*From <*[*https://docs.microsoft.com/en-us/security-updates/SecurityAdvisories/2016/2871997*](https://docs.microsoft.com/en-us/security-updates/SecurityAdvisories/2016/2871997)*>*